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AN IMPROVED FACILITY HANDLER ATTENTIVE RELIANCE MODEL 

FOR RESOURCE MATCHMAKING ACROSS MULTI CLOUDS 

MANTOKONYAK, D.KOTESWARARAO 

 

ABSTRACT  

In this paper, an improved facility handler attentive reliance model for resource matchmaking across 

multi-clouds is being proposed. Through analyzing the built-in relationship between the users, the 

broker, and the service resources, this paper proposes a middleware framework of trust management 

that can effectively reduce user burden and improve system dependability. Based on multi-dimensional 

resource service operators, this project model the problem of trust evaluation as a process of multi-

attribute decision-making, and develop an adaptive trust evaluation approach based on information 

entropy theory. This adaptive approach can overcome the limitations of traditional trust schemes, 

whereby the trusted operators are weighted manually or subjectively. As a result, using this model, the 

broker can efficiently and accurately prepare the most trusted resources in advance, and thus provide 

more dependable resources to users. This experiment yield interesting and meaningful observations 

that can facilitate the effective utilization in a large-scale multi-cloud environment. 

Keywords: Cloud broker, multi-cloud environment, service operator, trust scheme, resource 

matchmaking

 

I. INTRODUCTION  

Users are willing to send their most sensitive 

data to cloud service centers, which is based on 

the trust relationship established between users 

and service providers. A lack of trust between 

cloud users and providers will seriously hinder 

the universal acceptance of clouds as 

outsourced computing services.Few studies 

have focused on a trust-aware brokering 

framework for multi-cloud environments. 

Cloud brokers can provide intermediation and 

aggregation capabilities to enable providers to 

deploy their virtual infrastructures across 

multiple clouds. The future of cloud computing 

will be permeated with the emergence of cloud 

brokers acting as intermediaries between cloud 

providers and users to negotiate and allocate 

resources among multiple data centers. Based  

 

 

on an integrated comparison, a number of 

innovative platforms have been developed for  

cloud brokers, such as RESERVOIR, 

PCMONS, Rightscale, and Spotcloud.Some 

schemes lack adaptability with a trust fusion 

calculation based on multi-dimensional service 

operators. Avoiding the effect of individual 

favoritism on weight allocation, and confirming 

the weight allocation of multi-operators 

adaptively are very important in trust fusion 

calculation. In reality, some previous schemes 

are based on expert opinion to weight trust 

factors; however, this approach lacks 

adaptability and may lead to inaccurate results 

in trust evaluation.  An Improved Facility 

Handler Attentive Reliance Model For 

Resource Matchmaking Across Multi-clouds  
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evaluates the trust of a cloud resource in 

contrast to traditional trust schemes that always 

focus on unilateral trust factors of service 

resources. It incorporates multiple factors into a 

trust vector to form an expanded trust scheme 

to evaluate a resource. This trust scheme is 

more consistent with the essential attributes of 

a trust relationship, thus, it is more in line with 

the expectations of cloud users. 

II. METHODS AND MATERIAL  

A. Motivation  

Although several scholars have been attracted 

by the trust question of cloud service, and many 

studies have been carried out [2], [3], [4], [5], a 

universal and expanded trust scheme designed 

specifically for a multi-cloud computing 

environment is still lacking, and previous 

studies have some key limitations 

B. Our Contribution  

Inspired by the idea of an expanded trust 

evaluation ap- proach in [12], Resource 

Matchmaking Across Multi Clouds (RMAMC), 

we define trust as a quantified belief by a cloud 

broker  with respect to the security, availability, 

and reliability of a resource within several 

specified time windows. This definition 

belongs  to an approach based on Trusted Third 

Party (TTP) [6]. The broker acts as the TTP, 

which is composed of many registered 

resources. The key innovations of RMAMC go 

beyond those of existing schemes in terms of 

the following aspects: 

1) A systematic trust management scheme 

for multi-cloud environments, based on multi-

dimensional resource service operators. 

RMAMC evaluates the trust of a cloud resource 

in contrast to traditional trust schemes that 

always focus  on unilateral trust factors of 

service resources. It incorporates multiple  

 

factors into a trust vector to form an expanded 

trust scheme to evaluate a resource. This trust 

scheme is more consistent with the essential 

attributes  of a trust relationship, thus, it is more 

in line with the expectations of cloud users. 

2) An adaptive fused computing approach 

for dynamic service operators, based on 

information entropy theory [23]. RMAMC 

models the problem of trust evaluation as a 

process of multi-attribute decision-making, and 

then develops an adaptive trust evaluation 

approach. This adaptive fused computing 

approach can overcome the limitations of 

traditional trust schemes, in which the trusted 

attributes are weighted manually or 

subjectively. 

3) A first service, last audit  (FSLA)  

mechanism  to  overcome the trust initialization 

problem of newly registered resources. When a 

resource initially registers for business, no user 

has interacted with it, and consequently, 

information on past service operators is non-

existent. In RMAMC, we in- troduce a penalty 

factor-based FSLA mechanism, which can 

effectively remedy this problem of newly 

registered resources.  

C. Related Work  

This system is worked under the multiple users 

and providers thatcollaboration made the issues 

and more storage ofthe memory. The system 

ofnon-robustness is faced theapproach existing 

and also faced the many of problems under 

thetask of delivery because of the lack 

resourcesto thescheduling. This system does 

not have to delete the clear process to the 

memory that will help to maintain the storage 

of memory.  
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D. Methodologies and Measures  

Referring to the description methods on “trust” 

in [12], [18], [22] (for related work in trust 

management), we first give the related 
definitions of “trust” that are used in .Definition 
1. Trust of a Resource. Trust is a quantified 
belief (or a measured value) in the competence 

of a resource to complete a task, based on its 

historical service operators. Definition 2. TTP-

based Trust Relationship. A user will trust a 

service resource if the matchmaker (broker) 

states that the resource’s operators will match 

the user’s request. Definition 3. Trust 
Evaluation Factors. The trustworthiness of a 

resource is evaluated by the broker according to 

multiple service operators with respect to the 

security, availability, and reliability of this 

resource within several specified time 

windows.  

III. RESULT AND DISCUSSION  

Experimental Work  

A. Add Resources  

This is the first field that we have proposed in 

the approach of that resource is add to which is 

created mainly to add the resources of different 

types that will be in differenthandling task that 

is allotted by the t-broker to the resources to 

fulfill the user request.  

B. Schedule to the Resources  

The scheduling ofresource of the second field is 

to approach in this field that is to schedule the 

resources task to which that says when the 

taskis to start, whenthe task is to complete and 

to deliverwhen the task is to the user. This is 

designed mainly to reduce collaboration issues. 

C. View all  

The view of the field is developed all the 

detailsto view about therequest oftheir user and  

 

 

that the task isallotted to the resource, task of 

thestatus and the task of thedelivery.  

D. Delete Process  

This is the last field of the approachis 

proposedand that is developed the unwanted 

contentto delete. The dataof 

unwanteddatabasethat are stored in this will be 

deleted, that it will help to the storage 

tomaintain the memory in the system.  

 
Figure 1. Architectural Diagram 

Trust evaluation module. This module is the 

core of the trust-aware cloud computing 

system, and is the major focus of this paper. 

Using this module, the broker can dynamically 

sort high-performance resources by analyzing 

the historic resource information in terms of 

providing highly  trusted resources.Trusted 

resource matchmaking and distributing module. 

In general, each cloud manager registers its 

service resources through the cloud broker. The 

service user negotiates with the service broker 

on the Service-Level Agreement (SLA) details 

[25]; they eventually prepare an SLA contract. 

According to this contract, the broker selects, 

and then presents highly  trusted resources to 

users from the trusted resource pool.Agent 

publish and service operator acquisition 

module. This module is used to monitor the 
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usage of allocated resources in order to 

guarantee the SLA with the user. In interaction, 

the module monitors the resource operators and 

is responsible for getting run-time service 

operators. Another task of themodule is to 

publish automatically the monitoring agents in   

a remote site when a computing task is 

assigned to the site.Resource register module. It 

manages and indexes all the resources  

available from multiple cloud providers, and 

obtains   information from each particular cloud 

resource, acting as   pricing interface for users, 

and updating the database when   new 

information is available. 

 

Table 1 QoS Indicators (or Service Behavior) 

 

 

 

Figure 2. Flow diagram for User activity 

 

Figure 3. Flow diagram for T-Broker activity 
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Figure 4. Flow diagram for Resource activity 

IV. CONCLUSION  

In this proposed model, that is, An Improved 

Facility Handler Attentive Reliance Model For 

Resource Matchmaking Across Multi-clouds, it 

is seen that this model yields a very good 

results in many typical cases. However, there 

are still some open issues which can apply to 

the current scheme. First, it is interested in 

combining this trust scheme with reputation 

management to address concerns in users’ 
feedback. A universal measurement and 

quantitative method to assess the security levels 

of a resource is another interesting direction. 

Evaluation of the proposed scheme in a larger-

scale multiple cloud environments is also an 

important task to be addressed in future 

research.  
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