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Abstract 

Recently, there have been several conversations about plagiarism in the technology and 

education sectors. Due to their extensive use and accessibility, electronic materials are easy 

for students, authors, and even academics to employ.To obtain knowledge without giving 

proper credit, use it, or incorporate it into one's own work. The problem, which endangers 

the educational process, is getting worse and worse. 

There are several tools that deal with the problem of automating plagiarism detection, each 

of which has benefits and drawbacks of its own. Although it has the one downside of taking 

a lot of time, the conventional approach of detecting plagiarism through free text search 

using search engines is considered to be accurate and cost-free. Developing classification is 

necessary. We employ a range of deep learning techniques for plagiarism detection in order 

to create classification models and regression trees, evaluate the performance of these 

models, and identify plagiarism. 

Keywords:Deep learning, plagiarism Detection, Cosine Similarity 

Introduction 
Artificial intelligence (AI) as in type of deep 

learning allows software applications to 

forecast outcomes more accurately 

without having beenexplicitly 

programmed to do so. Machine learning 

algorithms forecast new output values 

using historical data as input. 

The Latin term "plagiarius," which 

meaning hijacker, is where the word 

plagiarism comes from. The process of 

finding plagiarism in a text or a document 

is known as plagiarism detection. The 

method used to find plagiarism is 

determined by the type of plagiarism. The 

act of taking text, code, graphics, ideas, 

etc. from multiple sources and 

representing them as one's own without 

providing credit is referred to as 

plagiarism. Copying is a mildly common 

issue in coding classes. Since the 1970s, 

a few scholars have been absent from the 

CPD (code plagiarism detection) research. 

A duplicated code is one that has been 

created from another code with only a few 

small, frequent changes, according to 

Alan and James. Regular modifications 

typically involve text exchanges that do 
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not require a deep comprehension for the 

code. 

Language, opinions, conclusions, written 

materials, visual design, computer-related 

programmes, drawings, charts, and 

graphics, as well as any other 

contemporary and innovative work 

created and presented by another person, 

are all examples of plagiarism in a work. 

It is possible to define plagiarism as one of 

the electronic offences, along with 

computerspam, hacking, computer 

viruses, phishing, and other crimes. 

Plagiarism can be defined as the act of 

copying entirely or partially another 

person's works without properly citing 

them. The removal of plagiarism from all 

educational disciplines requires the use of 

a programme that can detect plagiarism 

because it might be a difficult task in 

some educational fields. [1] 

Literature Review 

Plagiarism detection is an important area 

of research in the field of natural 

language processing and information 

retrieval. In recent years, with the 

increasing availability of digital text and 

the ease of copying and pasting, the 

problem of plagiarism has become more 

widespread. In response to this, 

researchers have developed various 

methods and techniques for detecting 

plagiarism in digital text. 

One of the earliest approaches to 

plagiarism detection was based on textual 

similarity analysis. This approach involves 

comparing the text of a document against 

a set of reference documents to identify 

similarities or exact matches. This method 

has been widely used in plagiarism 

detection systems such as Turnitin, which 

uses a large database of academic papers 

to check for similarity in student 

submissions. [6] 

Another approach to plagiarism detection 

is based on stylometric analysis, which 

involves analyzing the writing style of a 

document to identify patterns and 

characteristics that are unique to a 

particular author. This approach has 

been used in plagiarism detection systems 

such as JPlag, which uses a combination 

of stylometric and textual similarity 

analysis to detect plagiarism in 

programming code. 

In recent years, machine learning 

approaches have gained popularity in 

plagiarism detection. These approaches 

involve training a machine learning model 

on a large dataset of documents to learn 

patterns of similarity and difference 

between documents. The model can then 

be used to detect plagiarism in new 

documents based on the patterns it 

haslearned. Some popular machine 

learning approaches to plagiarism 

detection include deep learning models 

such as convolutional neural networks 

(CNNs) and recurrent neural networks 

(RNNs). 

Despite the many advances in plagiarism 

detection research, there are still 

challenges and limitations to be 

addressed. For example, some plagiarism 

detection methods may be less effective at 

detecting paraphrasing or rephrasing of 

text rather than exact matches. 

Additionally, some methods may be more 

suitable for detecting plagiarism in certain 

types of text or domains, such as 

academic papers or programming code. 

In conclusion, plagiarism detection is a 

challenging and important area of 

research in natural language processing 

and information retrieval. Textual 

similarity analysis, stylometric analysis, 

and machine learning approaches are all 

widely used in plagiarism detection 

systems, each with their own strengths 

and limitations. Future research in this 

area will continue to focus on developing 

more accurate and effective methods for 

detecting plagiarism in digital text. 
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Existing System 

The definition of source code plagiarism is 
a programme that has been duplicated 
with only a few commonplace changes. It 
is a serious problem in both academics 
and business. Instead of replicating 
writings, it is literally reusing 
programmes. A program's source code can 
be reused in a variety of ways, including 
by copying and pasting small sections of it 
or by copying big sections and using 
artistic masking to hide the original 
copied programme. 
 

There are so many existing systems for 
the plagiarism detection.In olden days 
there is no plagiarism detection system so 

they only check all the codes written by 
the students or professionals  and check 
whether the two codes are same or not 
and whether they copy the code from the 
online and it is plagiarized or not.In the 
existing system they uses the structure 
based methods and attribute counting 
techniques.  
 
The structural similarity between two 
programmes can be used to determine 
their degree ofresemblance. When the 
level of plagiarism is four or above, it is 
challenging to identify it since the 
structured characteristics of copied 
manuscripts differ from the original 

document.so we cannot tell about 
plagiarism based on the structured 
methods. 
In attribute counting technique by 
counting the number of operators and 
operands, the number of unique operators 
in a programme, the number of unique 
operands in a programme, the total 
number of operators in a programme, the 
total number of operands in a 
programme, the code lines (excluding 
comment lines) in a programme, the used 
and declared variables, and the total 
number of control statements in a 
programme, the attribute counting system 
relied on Halstead software features to 

identify plagiarism in student-generated 
programmes.It has low accuracy and the 
predections are somewhat false.It can’t 
detect the plagiarism correctly.They also 
used the xplag technique but it also has 
the ow accuracy and it cant predicts the 
plagiarism correctly. [7] 

Proposed System 

To overcome the drawbacks in the 
existing system we proposed a new 
system to detect the plagiarism. In this we 
used a dataset which contain the codes 
and here we used some algorithms. They 
are array matrix and cosine similarity. 
The pre-trained model receives the input 
data which is the pre processed data 
.Here we take the source codes data from 
the Kaggle website and we applies the 
algorithms on it.In the dataset there are 
different codes that we have given. 
 
On the data set we apply the array matrix 
and sklearn  cosine similarity algorithm to 
detect the plagiarism. After the algorithm 

is applied on the data set we take an 
input from the user and based on the 
algorithms we detect whether the 
algorithm is plagiarised or not and we 
also detect the percentage of the 
plagiarism.Here we categorized the 
plagiarism into 3 types.They are low 
plagiarized,medium plagiarized and highly 
plagiarised based on the percentage of 
plagiarism in it.This proposed system 
helps us to detect the plagiarism very 
easily. [2] 

 

We offered many machine learning 

techniques in this study to know about 

plagiarism detection. In order to detect 

plagiarism in the source codes, a variety 

of models are used. These models include 
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array matrix and sklearn cosine 

similarity. 

The following are our steps or algorithm 

steps: 

 

 

A.Array Matrix 

 

In machine learning, arrays are the most 

significant family of higher-order 

collections. Images, text files, and many 

other types of data are represented by 

them.An array matrix is used by all the 

machine learning algorithms and we use 

it as an algorithm in this project to detect 

the plagirasim in the source codes.By 

using the array matrix the arrays are 

represented using the matrix  which is a 

2-dimensional array. [2] 

 

B. SKlearn Cosine Similarity 

As a distance measurement metric 

between two points in the plane, cosine 

similarity is the cosine of the angle formed 

by two vectors. The cosine similarity 

metric is based solely on the cosine 

principle, which states that as distance 

increases, data point similarity decreases. 

The similarity between two vectors is 

gauged using the cosine similarity metric. 

In particular, it ignores variations in the 

magnitude or scale of the vectors and 

compares the similarity in their direction 

or orientation. 

When it comes to machine learning, 

cosine similarity can be utilised for a 

variety of classification data and can be 

used to assist us identify the nearest 

neighbours when employed as an 

evaluation measure in the KNN method. 

Cosine similarity finds its main 

application for character types of data. 
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C. Processing Steps 

1. Dataset: To detect plagiarism in source 

codes, a dataset with source codes is 

collected, and the data is in.csv format. 

The information provided to us consists of 

source codes. 

2. Data Preparation: We may name each 

attribute because the dataset we gathered 

cannot be applied directly to the detection 

algorithms. 

3. Data Preprocessing: Predictive models' 

most crucial stage is data preparation 

since unclean data contains ambiguities, 

mistakes, redundancies, and 

transformations that must be removed. 

4. Data Extraction: The properties are 

noted for the classification procedure. 

5. Decision: We can determine whether 

the source codes contains plagiarism or 

not and how much of percentage it is 

plagiarized using data extraction and 

algorithms.  

Experimental Results 

 
To tell about the cosine similarity we use 
the following code. 
 

 

 

 

The following is the code for the detection 
of the plagiarism in a source code. 
 

 

 
Now after applying the algorithms by 

using the flask we connect the machine 

learning code and the python code.here 

we uses the html and css to create a web 

page and it show how much percentage 

the given code is plagiarized and we divide 

the plagiarism into three types. 

i.) Low plagiarised 

ii.) Medium plagiarised 

iii.)High plagiarised 
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Let us see the results. 

 
 
By this the detection of plagiarism is 

done. 

Conclusion and Future Work 

To sum up, it's critical to realise that 

because plagiarism is a deliberate act on 

the part of the perpetrator, it is a problem 

of each individual's morale. There are 

many temptations to speed up work by 

utilising someone else's concept, and even 

if most of the time the odds are not in our 

favour, there is a fine line to walk between 

breaking the law and not. Unfortunately, 

plagiarism often occurs because early 

schooling did not provide adequate ethical 

instruction. Educating pupils to be 

independent and able to interact with 

society is just as vital as combating 

plagiarism.Here we use the best models to 

detect the plagiarism. We plan to improve 

our ability to detect the plagiarism in an 

easy and an efficient way.It helps the 

students to know about their mistakes 

and to rectify them in the future. So at 

last we conclude that the students have to 

write the source codes by using their 

knowledge and not to copy their codes 

from internet or by other ways. 
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